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Golf Tournament
Our Fifth Annual Golf to End Hunger Tournament was held on June 1 

and was a big success. Despite some rainy weather, we had a great turn out 

of golfers who helped us raise over $4,300 for the Maine Credit Unions’ 

Campaign for Ending Hunger. Thank you to everyone who volunteered and 

came out to play. We’ll see you next year!

Upcoming Events

Piscataquis River Festival · July 26

Sign up for the Children’s Pie Eating 
Contest for a chance to win cash 
prizes! Be sure to check out our booth 
as well for some swag and giveaways. 
See you there!

Maine Red Hot Dog Festival · August 9

Join us at the 2025 Maine Red Hot Dog 
Festival in Dexter from 10:00am to 5:00pm. 
Be sure to stop by our booth and try our 
“Dog Days Fizz” drink, with all donations 
benefitting the Maine Credit Unions’ 
Campaign for Ending Hunger!

Member Appreciation Days

We held our first of six Member Appreciation Days in Dexter in early 
June. Save the date to join us at one of our other branch locations:

Greenville – June 27th 
Guilford – July 11th 
Canaan – August 1st 

Dover – September 12th 
Brownville – September 19th



Holiday Closings
Independence Day 

Friday, July 4

Labor Day 
Monday, September 1

Indigenous Peoples’ Day 
Monday, October 13

Please congratulate our employees who 
celebrated their anniversaries this quarter.

Employee Anniversaries

Anna-Maria Herrick........... 29 years

Samuel Dwyer.................... 25 years

Shelley Blockler.................. 24 years

Catherine Bemis................. 21 years

Tina Roberts........................ 18 years

 Melissa Smith.................... 17 years

Candice Qualey.................. 12 years

David Bridges....................... 9 years

Rachel Maheu....................... 8 years

Kenneth Gosselin................. 7 years

Mallarie McNinch................ 7 years

Tricia Irish............................ 4 years

Joseph Wiehn....................... 2 years

Jody Noiles............................ 2 years

Nicole Desmarais....................1 year

Ashley Kimball.......................1 year

Sierra Price..............................1 year

Please congratulate our employees 
who celebrated their anniversaries 
this quarter.

Employee Anniversaries

Axel Kelley
Benson Zelkan
Daxton Thurlow
Jenna Grant
Joseph Rozelle
Judah Brawn
Kairi Segerson
Layton Howe
Lottie Robinson
Lucien Dunnell
Marcus Robinson
Nolan Mooers
Riley Bishop
Riley Ohlson
Sadie Bickmore
Savannah Nickerson

Monty 
Moose 
Winners 
Second 
Quarter

Office Hours
Lobby

Monday 7:30 – 5:00 
Tuesday 9:00 – 4:00 

Wednesday 9:00 – 4:00 
Thursday 8:00 – 5:00 

Friday 7:30 – 5:00

Drive-Up Windows
Open at 8:00 a.m. on 

Tuesdays and Wednesdays

ATM, Night Deposit, 
and Shared Branching 

Available at all Locations

Board of Directors
Nicholas Clukey 

Chairperson, Brownville
Jason Higgins 

Vice Chairperson, Guilford
Valarie Flanders 

Secretary, Greenville
Nolan Lovell 

Director, Guilford
Gilbert Reynolds 

Director, Dexter
Chad Perkins 

Director, Dover-Foxcroft
Felix Blinn Jr

Director, Brownville

Supervisory Committee
Tammy Lovejoy 

Chairperson
Felix Blinn Jr

Member

Don’t Fall Victim to Pop-Up Scams
Pop-up scams typically masquerade as fake error messages or security 
alerts that suddenly appear––or “pop up”–– on your computer, tablet, 
or smartphone. These pop-ups often claim to be from your device 
manufacturer or a software provider, warning you of serious issues such 
as malware infections, system vulnerabilities, or illegal activity detected 
on your device. The goal of these scams is to create a sense of urgency 
and fear, prompting you to call a fake tech support number, download 
malware disguised as security software, and provide personal or financial 
information. These pop-ups may look legitimate, often using logos and 
branding. 

Red Flags to Watch For:

•	 Urgent Warnings: Messages claiming your computer is at immediate risk are often a scare 
tactic. Acting in urgency is a warning sign of a scam. Scammers want you to act quickly and 
make payments without taking the time to think the situation through.

•	 Unsolicited Contact: Legitimate companies will not display pop-ups urging you to call a 
number. 

•	 Spelling and Grammar Errors: Many fake pop-ups contain noticeable errors, so look closely. 

•	 They’re Using Fear Tactics. If a pop-up threatens to arrest you, sue you, or subject you to 
any other consequences if you don’t pay them, it’s likely a scam. Scammers know that fear 
can lead to poor judgement. 

•	 Spoofed URLs or Email Addresses: To appear legitimate, many scammers try to direct you to 
an email address or website that looks like it’s coming from a genuine company or provider. 
For example, instead of Amazon, the link may contain the word, “Amaz0n.” While they 
look familiar at a quick glance, a “zero” is replacing the “o” in the second example. 

By recognizing the warning signs and setting up security features, you can protect yourself 
from falling victim to these scams. Remember, legitimate companies will never pressure you 
through pop-ups to take immediate action.


